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By Mr. DURBIN (for himself, Mr. 

GRASSLEY, Mr. BLUMENTHAL, 
and Ms. KLOBUCHAR): 

S. 807. A bill to permit the televising 
of Supreme Court proceedings; to the 
Committee on the Judiciary. 

Mr. DURBIN. Mr. President, I ask 
unanimous consent that the text of the 
bill be printed in the RECORD. 

There being no objection, the text of 
the bill was ordered to be printed in 
the RECORD, as follows: 

S. 807 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Cameras in 
the Courtroom Act’’. 
SEC. 2. AMENDMENT TO TITLE 28. 

(a) IN GENERAL.—Chapter 45 of title 28, 
United States Code, is amended by inserting 
at the end the following: 
‘‘§ 678. Televising Supreme Court proceedings 

‘‘The Supreme Court shall permit tele-
vision coverage of all open sessions of the 
Court unless the Court decides, by a vote of 
the majority of justices, that allowing such 
coverage in a particular case would con-
stitute a violation of the due process rights 
of 1 or more of the parties before the 
Court.’’. 

(b) CLERICAL AMENDMENT.—The chapter 
analysis for chapter 45 of title 28, United 
States Code, is amended by inserting at the 
end the following: 
‘‘678. Televising Supreme Court pro-

ceedings.’’. 

By Mr. REED (for himself, Ms. 
COLLINS, Mr. WARNER, Mr. 
CRAMER, Ms. CORTEZ MASTO, 
and Mr. WYDEN): 

S. 808. A bill to amend the Securities 
Exchange Act of 1934 to promote trans-
parency in the oversight of cybersecu-
rity risks at publicly traded compa-
nies; to the Committee on Banking, 
Housing, and Urban Affairs. 

Mr. REED. Mr. President, today I am 
reintroducing the Cybersecurity Dis-
closure Act along with three members 
of the Select Committee on Intel-
ligence, Chairman WARNER and Sen-
ators COLLINS and WYDEN, in addition 
to Senators CORTEZ MASTO and 
CRAMER, who serve with me on the Sen-
ate Banking Committee. In response to 
serious data breaches of various com-
panies, our legislation asks each pub-
licly traded company to include—in Se-
curities and Exchange Commission 
(SEC) disclosures to investors—infor-
mation on whether any member of the 
Board of Directors is a cybersecurity 
expert, and if not, why having this ex-
pertise on the Board of Directors is not 
necessary because of other cybersecu-
rity steps taken by the publicly traded 
company. To be clear, the legislation 
does not require companies to take any 
actions other than to provide this dis-
closure to its investors. 

As EY, also known as Ernst & Young, 
noted in an August 2020 publication, 
‘‘Public disclosures can help build trust 
by providing transparency and assur-
ance around how boards are fulfilling 
their cybersecurity risk oversight re-
sponsibilities.’’ Investors and cus-

tomers deserve a clear understanding 
of whether publicly traded companies 
are prioritizing cybersecurity and have 
the capacity to protect investors and 
customers from cyber related attacks. 
Our legislation aims to provide a better 
understanding of these issues through 
improved SEC disclosures. 

While this legislation is a matter for 
consideration by the Banking Com-
mittee, of which I am a member, this 
bill is also informed by my service on 
the Armed Services Committee and the 
Select Committee on Intelligence. 
Through this Banking-Armed Services- 
Intelligence perspective, I see that our 
economic security is indeed a matter of 
our national security, and this is par-
ticularly the case as the pandemic has 
forced many of us to be ever more de-
pendent on technology and the Inter-
net. 

Indeed, General Darren W. McDew, 
the former Commander of U.S. Trans-
portation Command, which is charged 
with moving our military assets to 
meet our national security objectives 
in partnership with the private sector, 
offered several sobering assessments 
during an April 10, 2018 hearing before 
the Senate Armed Services Committee. 
He stated that ‘‘cyber is the number 
one threat to U.S. Transportation 
Command, but I believe it is the num-
ber one threat to the Nation . . . in our 
headquarters, cyber is the com-
mander’s business, but not everywhere 
across our Country is cyber a CEO’s 
business . . . in our cyber roundtables, 
which is one of the things we are doing 
to raise our level of awareness, some of 
the CEO’s chief security officers cannot 
even get to see the board, they cannot 
even . . . see the CEO. So that is a 
problem.’’ 

With growing cyber threats that have 
resulted in serious breaches, we all 
need to be more proactive in ensuring 
our Nation’s cybersecurity. This legis-
lation seeks to take one step towards 
that goal by encouraging publicly trad-
ed companies to be more transparent 
to their investors and customers on 
whether and how their Boards of Direc-
tors and senior management are 
prioritizing cybersecurity. 

I thank the bill’s supporters, includ-
ing the North American Securities Ad-
ministrators Association, the Council 
of Institutional Investors, the National 
Association of State Treasurers, the 
California Public Employees’ Retire-
ment System, the Bipartisan Policy 
Center, MIT Professor Simon Johnson, 
Columbia Law Professor Jack Coffee, 
the Consumer Federation of America, 
and Rhode Island General Treasurer 
Seth Magaziner, and I urge our col-
leagues to join in supporting this legis-
lation. 

SUBMITTED RESOLUTIONS 

SENATE RESOLUTION 119—ESTAB-
LISHING THE CONGRESSIONAL 
GOLD STAR FAMILY FELLOW-
SHIP PROGRAM FOR THE PLACE-
MENT IN OFFICES OF SENATORS 
OF CHILDREN, SPOUSES, AND 
SIBLINGS OF MEMBERS OF THE 
ARMED FORCES WHO ARE HOS-
TILE CASUALTIES OR WHO HAVE 
DIED FROM A TRAINING-RE-
LATED INJURY 

Mrs. BLACKBURN (for herself, Mr. 
CRAMER, Mr. CRAPO, Ms. ERNST, Mr. 
HAGERTY, Ms. HASSAN, Mr. SCOTT of 
Florida, Ms. SINEMA, and Mr. WICKER) 
submitted the following resolution; 
which was referred to the Committee 
on Rules and Administration: 

S. RES. 119 
Resolved, 

SECTION 1. SHORT TITLE. 
This resolution may be cited as the ‘‘SFC 

Sean Cooley and SPC Christopher Horton 
Congressional Gold Star Family Fellowship 
Program Resolution’’. 
SEC. 2. CONGRESSIONAL GOLD STAR FELLOW-

SHIP PROGRAM. 
(a) DEFINITIONS.—In this section— 
(1) the term ‘‘eligible individual’’ means an 

individual who is the child (including a step-
child), spouse, or sibling of a member of the 
Armed Forces who is a hostile casualty or 
died from a training-related injury; 

(2) the terms ‘‘hostile casualty’’ and 
‘‘training-related injury’’ have the meanings 
given those terms in section 2402(b) of title 
38, United States Code; and 

(3) the term ‘‘Program’’ means the Con-
gressional Gold Star Family Fellowship Pro-
gram established under subsection (b). 

(b) ESTABLISHMENT.—There is established 
in the Senate the Congressional Gold Star 
Family Fellowship Program, under which an 
eligible individual may serve a 12-month fel-
lowship in the office of a Senator. 

(c) DIRECTION OF PROGRAM.—The Program 
shall be carried out under the direction of 
the Secretary of the Senate. 

(d) PLACEMENT IN DISTRICT OF COLUMBIA 
OFFICE OR A STATE OFFICE.—An individual 
may serve a fellowship under the Program at 
the office of a Senator in the District of Co-
lumbia or an office of the Senator in the 
State the Senator represents. 

(e) REGULATIONS.—The Program shall be 
carried out in accordance with regulations 
promulgated by the Committee on Rules and 
Administration of the Senate. 

f 

SENATE RESOLUTION 120—RECOG-
NIZING THE NINTH SUMMIT OF 
THE AMERICAS AND REAFFIRM-
ING THE COMMITMENT OF THE 
UNITED STATES TO A MORE 
PROSPEROUS, SECURE, AND 
DEMOCRATIC WESTERN HEMI-
SPHERE 

Mr. RISCH (for himself, Mr. MENEN-
DEZ, Mr. RUBIO, Mr. KAINE, and Mr. 
CASSIDY) submitted the following reso-
lution; which was referred to the Com-
mittee on Foreign Relations: 

S. RES. 120 

Whereas the United States has pursued 
multiple collaborative initiatives to advance 
the region’s enduring and shared interest in 
a more secure, prosperous, and democratic 
Western Hemisphere; 
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